
INTERNET 

SAFETY 

INTERNET SAFETY TIPS 

FROM RRMS STUDENTS: 

PASSWORDS

Keep your passwords private except from your parents. 

Manage your FCPS password using the account recovery 

tool on the FCPS website. 

COMMUNICATING ONLINE 

Don't communicate privately with strangers online. 

Do not pretend to be someone else. 

Bullying people or making them feel bad online is just as 

wrong as it is in person. Don't hide behind your computer. 

If you are going to post a picture of your friend make 

sure you ask for permission. 

WEBSITES

Beware of online advertisements and don't buy anything 

without the consent of your parent. 

Only go to trusted websites. 

Use internet filtering on school devices. 

Watch out for scams. 

Use antivirus software on your personal devices. 

IDENTITY 

THEFT

A type of criminal 

activity in which your 

private information is 

stolen and used for 

criminal activity. 

MALWARE

Software programs or 

viruses that are 

designed to harm your 

computer or other 

digital devices. 

PRIVACY SETTINGS 

Check the privacy settings for all of the websites or 

social media that you use. Create accounts with your 

parents and check privacy settings together. 

TERMS WE LEARNED: 

PHISHING

When people send your 

phony emails, popup 

messages, social media 

messages, texts, calls or 

links to fake websites in 

order to hook you into 

giving out your personal 

and financial 

information.

STUDENTS COMPLETED GAME WITH 

THEIR PARENTS ON THIS SITE: 

https://www.consumer.ftc.gov/sites/default/files/games/off-site/youarehere
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